സമൂഹത്തിൽ വിദേശ ഇടപെടൽ

വിദേശ സർക്കാരുകളിൽ നിന്നുള്ള ഭീഷണികളും ഭീഷണികളും എങ്ങനെ റിപ്പോർട്ട് ചെയ്യാം

**FACTSHEET** / March 2023 **afp.gov.au**

**ആമുഖം**

## വിദേശ ഇടപെടൽ ഓസ്‌ട്രേലിയയിലെ ജനങ്ങൾക്കും പരമാധികാരത്തിനും സുരക്ഷയ്ക്കും നമ്മുടെ ദേശീയ സ്ഥാപനങ്ങളുടെ സമഗ്രതയ്ക്കും ഗുരുതരമായ ഭീഷണിയാണ്. വിദേശ ഇടപെടലിന്റെ ഭീഷണികൾ ഓസ്‌ട്രേലിയൻ കമ്മ്യൂണിറ്റിയുടെ ഒരു വിഭാഗത്തിൽ മാത്രമായി പരിമിതപ്പെടുത്തിയിട്ടില്ല അല്ലെങ്കിൽ ഒറ്റ ദേശീയ-രാഷ്ട്രം ചെയ്യുന്നതുമല്ല. ശത്രുതയുള്ള വിദേശ രാജ്യക്കാര്‍ (മറ്റ് രാജ്യങ്ങൾക്കെതിരെ ശത്രുതാപരമായ പ്രവർത്തനം നടത്തുന്ന രാജ്യങ്ങൾ) വിദ്യാഭ്യാസവും ഗവേഷണവും; മാധ്യമങ്ങളും ആശയവിനിമയങ്ങളും; നിർണായകമായ അടിസ്ഥാന സൗകര്യങ്ങൾ; പ്രധാനമായി, നമ്മുടെ സാംസ്കാരികമായും ഭാഷാപരമായും വൈവിധ്യമാർന്ന (CALD) കമ്മ്യൂണിറ്റികൾ ഉള്‍പ്പെടെയുള്ള ഓസ്‌ട്രേലിയൻ തീരുമാനങ്ങൾ എടുക്കുന്നവരുമായി ഇടപെടാനുള്ള അവസരങ്ങൾ സൃഷ്ടിക്കുകയും പിന്തുടരുകയും ചെയ്യുന്നു.

**സമൂഹത്തിൽ വിദേശ ഇടപെടൽ**

## കമ്മ്യൂണിറ്റിയിലെ വിദേശ ഇടപെടലിനെ നിർവചിച്ചിരിക്കുന്നത്, വിദേശ ഗവൺമെന്റുകൾ നയിക്കുന്നതോ, മേൽനോട്ടം വഹിക്കുന്നതോ, ധനസഹായം നൽകുന്നതോ, CALD കമ്മ്യൂണിറ്റികളെ ലക്ഷ്യമിടുന്നതോ ആയ ഭീഷണികളാണ്. ഓസ്‌ട്രേലിയയുടെ ബഹുസാംസ്‌കാരിക ജീവിതരീതിയെ ദോഷകരമായി ബാധിക്കുന്നതിനു വേണ്ടി. വിദേശ ഗവൺമെന്റുകൾ വിവിധ ആവശ്യങ്ങൾക്കായി കമ്മ്യൂണിറ്റികളിൽ ഇടപെട്ടേക്കാം

* വിദേശ ഗവൺമെന്റിന്റെ ആഭ്യന്തരവും ബാഹ്യവുമായ നയങ്ങളെക്കുറിച്ചുള്ള വിമർശനം നിശബ്ദമാക്കാൻ
* CALD ഗ്രൂപ്പുകളിലെ അംഗങ്ങളുടെ പ്രവർത്തനങ്ങൾ (ഓഫ്‌ലൈനിലും ഓൺലൈനിലും) നിരീക്ഷിക്കാൻ
* വിദേശ ഗവൺമെന്റിന്റെ കാഴ്ചപ്പാടുകളും നയങ്ങളും പ്രോത്സാഹിപ്പിക്കുന്നതിന്
* വിദേശ ഗവൺമെന്റിന്റെ പ്രയോജനത്തിനായി വിവരങ്ങൾ നേടുന്നതിന്
* വിശാലമായ ജനസംഖ്യയുടെ വീക്ഷണങ്ങളെയും അഭിപ്രായങ്ങളെയും സ്വാധീനിക്കാൻ.

**സമൂഹത്തിൽ വിദേശ ഇടപെടൽ പല രൂപത്തിലായിരിക്കാം**

## താഴെ പറയുന്നവ ഉൾപ്പെടുന്നു:

* ആക്രമണം അല്ലെങ്കിൽ ആക്രമണ ഭീഷണി
* ബ്ലാക്ക് മെയിൽ
* തട്ടിക്കൊണ്ടുപോകൽ, നിയമവിരുദ്ധമായി തടങ്കലിൽ വയ്ക്കൽ അല്ലെങ്കിൽ സ്വാതന്ത്ര്യം നഷ്ടപ്പെടുത്തൽ
* പിന്തുടരൽ, അനാവശ്യമായ ശാരീരിക അല്ലെങ്കിൽ ഇലക്ട്രോണിക് നിരീക്ഷണം
* ഒരു വ്യക്തിയുടെ കുടുംബത്തെയോ വിദേശത്തുള്ള സഹകാരികളെയോ ഭീഷണിപ്പെടുത്തി അവരെ അനുസരിക്കാൻ നിർബന്ധിക്കുക
* ഒരു വ്യക്തിയെയോ ഗ്രൂപ്പിനെയോ അപകീർത്തിപ്പെടുത്താൻ സോഷ്യൽ മീഡിയ വഴിയുള്ള ഓൺലൈൻ തെറ്റായ പ്രചാരണങ്ങൾ.

## പ്രധാനമായി, ക്രിമിനൽ കോഡ് ആക്റ്റ് 1995 (Cth) പ്രകാരം വിദേശ ഇടപെടൽ ഉണ്ടാവുന്നതിന്, പ്രവർത്തനം ഒരു വിദേശ ഗവൺമെന്റുമായോ അതിന്റെ പ്രോക്സിയുമായോ ബന്ധമുണ്ടായിരിക്കണം. ക്രിമിനാലിറ്റി വിലയിരുത്തുമ്പോൾ, നിയമ നിർവ്വഹണ ഏജൻസികൾ ഓസ്‌ട്രേലിയൻ സ്റ്റേറ്റ് അല്ലെങ്കിൽ ടെറിട്ടറി കുറ്റകൃത്യങ്ങളും പരിഗണിച്ചേക്കാം.

**ആരെയാണ് ലക്ഷ്യമിടുന്നത്?**

## വിദേശ ഗവൺമെന്റുകൾ ലക്ഷ്യമിടാം:

* ഓസ്‌ട്രേലിയയിൽ താമസിക്കുന്ന മുൻ അല്ലെങ്കിൽ നിലവിലെ പൗരന്മാർ
* രാഷ്ട്രീയ, മനുഷ്യാവകാശ പ്രവർത്തകർ
* ഭിന്നാഭിപ്രായക്കാർ
* പത്രപ്രവർത്തകർ
* രാഷ്ട്രീയ എതിരാളികൾ
* മതപരമോ വംശീയമോ ആയ ന്യൂനപക്ഷ ഗ്രൂപ്പുകൾ.

**സഹായിക്കാൻ എനിക്ക് എന്തുചെയ്യാൻ കഴിയും?**

## കമ്മ്യൂണിറ്റിയിലെ വിദേശ ഇടപെടലുകളെക്കുറിച്ചുള്ള എല്ലാ റിപ്പോർട്ടുകളും വ്യക്തമായ AFP പ്രതികരണം സൃഷ്ടിക്കില്ലെങ്കിലും, ഉയർന്നുവരുന്ന പ്രശ്നങ്ങളുടെ ഒരു ചിത്രം നിർമ്മിക്കാൻ ഓരോ റിപ്പോർട്ടും സഹായിക്കുന്നു.

## കമ്മ്യൂണിറ്റിയിലെ വിദേശ ഇടപെടലിന്റെ ഏതെങ്കിലും ആശങ്കകളും സംഭവങ്ങളും ദേശീയ സുരക്ഷാ ഹോട്ട്‌ലൈനിൽ (NSH) റിപ്പോർട്ട് ചെയ്യാവുന്നതാണ്.

* NHS ദിവസത്തിൽ 24 മണിക്കൂറും ആഴ്ചയിൽ 7 ദിവസവും പ്രവർത്തിക്കുന്നു, സമൂഹത്തിൽ സാധ്യമായ വിദേശ ഇടപെടലുകളെക്കുറിച്ചുള്ള ആശങ്കകൾ റിപ്പോർട്ട് ചെയ്യുന്നതിനുള്ള കേന്ദ്ര കേന്ദ്രമാണിത്.
* നിങ്ങൾ നൽകുന്ന വിവരങ്ങൾ എന്തുചെയ്യണമെന്ന് NSH ഓപ്പറേറ്റർമാർക്ക് അറിയാം, ഉചിതമായ ഇടങ്ങളിൽ, അവർ അത് വിലയിരുത്തലിനായി നിയമ നിർവ്വഹണ ഏജൻസികൾക്കും സുരക്ഷാ ഏജൻസികൾക്കും കൈമാറും.
* NSH ഓപ്പറേറ്റർമാർ ഓരോ കോളും ഗൗരവമായി എടുക്കുകയും ലഭിച്ച എല്ലാ വിവരങ്ങളും വിലമതിക്കുകയും ചെയ്യുന്നു.
* ആശങ്കാജനകമായ ഒരു കാര്യം റിപ്പോർട്ടുചെയ്യുന്നത് ഒരു വലിയ ചുവടുവെപ്പായിരിക്കുമെന്ന് ഞങ്ങൾക്കറിയാം. സ്വകാര്യതയ്ക്കുള്ള നിങ്ങളുടെ അവകാശത്തെ ഞങ്ങൾ ഗൗരവമായി കാണുന്നു. നിങ്ങൾക്ക് അജ്ഞാതനായി തുടരണമെങ്കിൽ ഓപ്പറേറ്ററോട് പറയുക.
* വിവരങ്ങളുടെ സെൻസിറ്റീവ് സ്വഭാവം കാരണം, നിങ്ങളുടെ കോളിന്റെയോ ഇമെയിലിന്റെയോ ഫലത്തെക്കുറിച്ചുള്ള ഉപദേശം നിങ്ങൾക്ക് ലഭിക്കില്ല.

## നിങ്ങൾ നൽകുന്ന വിവരങ്ങൾ കമ്മ്യൂണിറ്റിയിലെ വിദേശ ഇടപെടൽ തടയാൻ AFP-ന് ആവശ്യമായ വിവരങ്ങള്‍ ആയിരിക്കാം.

## NHS-നെ ബന്ധപ്പെടാൻ നിരവധി മാർഗങ്ങളുണ്ട്:

* **വിളിക്കുക: 1800 123 400**
	+ ഓസ്‌ട്രേലിയക്ക് പുറത്ത് നിന്ന്: (+61) 1300 123 401
	+ TTY ഉപയോക്താക്കൾക്ക് (ശ്രവണ വൈകല്യമുള്ള ഉപയോക്താക്കൾ): 1800 234 889
	+ **നിങ്ങൾക്ക് ഒരു വ്യാഖ്യാതാവിനെ ആവശ്യമുണ്ടെങ്കിൽ, 131 450-ൽ വിവർത്തന, വ്യാഖ്യാന സേവനത്തെ വിളിച്ച് ദേശീയ സുരക്ഷാ ഹോട്ട്‌ലൈനിലേക്ക് വിളിക്കാൻ ആവശ്യപ്പെടുക.**
* **എസ് എം എസ്**
	+ **നിങ്ങളുടെ വിവരങ്ങൾ** 0429 771 822 **എന്ന നമ്പറിലേക്ക് വാചക സന്ദേശം വഴി അയക്കുക**
* **ഇമെയിൽ**
	+ **നിങ്ങളുടെ വിവരങ്ങൾ ഇമെയിൽ വഴി അയക്കുക**: hotline@nationalsecurity.gov.au
* **പോസ്റ്റ്:**
	+ **നിങ്ങളുടെ വിവരങ്ങൾ ഈ വിലാസത്തിലേക്ക് പോസ്റ്റ് ചെയ്യുക**:

National Security Hotline
Department of Home Affairs
PO Box 25
Belconnen ACT 2616

**റിപ്പോർട്ടുചെയ്യാനുള്ള മറ്റ് വഴികൾ**

അനുയോജ്യമായ മറ്റ് മാർഗങ്ങളിലൂടെയും നിങ്ങൾക്ക് നിങ്ങളുടെ ആശങ്കകൾ അറിയിക്കാവുന്നതാണ്.

* **ഗുരുതരമായ ദുരുപയോഗം** ചെയ്യുന്ന **ഓൺലൈൻ** ഉള്ളടക്കം നീക്കംചെയ്യാൻ eSafety സഹായിക്കുന്നു. ഗുരുതരമായ ഓൺലൈൻ ദുരുപയോഗം നിങ്ങൾക്ക് [esafety.gov.au/report](http://www.esafety.gov.au/report).ൽ eSafety കമ്മീഷണറെ അറിയിക്കാം.
* ഏതെങ്കിലും വിധത്തിൽ നിങ്ങൾക്ക് **ഭീഷണിയോ സുരക്ഷിതത്വമോ** തോന്നുന്നില്ലെങ്കിൽ, നിങ്ങൾക്ക് ബന്ധപ്പെടാം:
* **പോലീസ് – 000 പെട്ടെന്നുള്ള ഭീഷണി**
* **പോലീസ് - 13 14 44 ജീവന് ഭീഷണിയല്ലാത്ത സംഭവങ്ങളിൽ പോലീസ് സഹായം**.
* [forms.afp.gov.au/online\_forms/report\_a\_crime](https://forms.afp.gov.au/online_forms/report_a_crime). എന്നതിൽ ഒരു കോമൺ‌വെൽത്ത് ക്രൈം ഫോം റിപ്പോർട്ട് ചെയ്യുക എന്ന ഓൺലൈൻ വഴി നിങ്ങൾക്ക് AFP-യിൽ ഒരു കോമൺ‌വെൽത്ത് കുറ്റകൃത്യം റിപ്പോർട്ട് ചെയ്യാം. കോമൺ‌വെൽത്ത് കുറ്റകൃത്യം എന്താണെന്നതിനെക്കുറിച്ചുള്ള കൂടുതൽ വിവരങ്ങൾക്ക്, ദയവായി [afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime](https://www.afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime).. കാണുക

• കമ്മ്യൂണിറ്റിയിലെ ഏതൊരു അംഗത്തിനും എഎഫ്‌പിയിലെ ഒരു അംഗത്തോട് (എഎഫ്‌പിയുടെ കമ്മ്യൂണിറ്റി ലെയ്‌സൺ ടീം ഉൾപ്പെടെ) നേരിട്ട് സംസാരിച്ച് സംശയാസ്പദമായ ചാരവൃത്തിയോ വിദേശ ഇടപെടലുകളോ റിപ്പോർട്ട് ചെയ്യാം.

# കമ്മ്യൂണിറ്റിയിൽ വിദേശ ഇടപെടൽ റിപ്പോർട്ട് ചെയ്യുന്നതിലൂടെ എനിക്ക് എന്താണ് പ്രതീക്ഷിക്കാൻ കഴിയുക?

സമൂഹത്തിലെ വിദേശ ഇടപെടലുകളെക്കുറിച്ചുള്ള എല്ലാ റിപ്പോർട്ടുകളും എഎഫ്‌പിക്ക് അന്വേഷിക്കാനാവില്ല. ഏതെങ്കിലും ക്രിമിനൽ കുറ്റം തിരിച്ചറിഞ്ഞിട്ടുണ്ടോ എന്ന് നിർണ്ണയിക്കാൻ NSH-ലേക്കുള്ള ഓരോ കോളും അല്ലെങ്കിൽ കുറ്റകൃത്യത്തിന്റെ റിപ്പോർട്ടും ഓരോ കേസിന്റെ അടിസ്ഥാനത്തിൽ വിലയിരുത്തപ്പെടുന്നു. ഒരു റിപ്പോർട്ട് തയ്യാറാക്കുന്നതിന്റെ ഫലങ്ങളിൽ ഇവ ഉൾപ്പെടുന്നു:

* പോലീസിന് നിയമ നിര്‍മ്മാനാധികാരം ഇല്ലാത്തതിനാല്‍ പ്രതികരണം ഉണ്ടായേക്കില്ല
* AFP അന്വേഷണം നടത്തിയേക്കാം
* മറ്റൊരു പോലീസ് സേവനമോ സർക്കാർ ഏജൻസിയോ വിഷയം കൈകാര്യം ചെയ്തേക്കാം.

ഓസ്‌ട്രേലിയക്ക് പുറത്ത് സംഭവിക്കുന്ന കുറ്റകൃത്യങ്ങൾക്ക്, അധികാരപരിധിയിലുള്ള പരിമിതികൾ ബാധകമാണ്.

**ഭീഷണികളുടെ തരങ്ങൾ**

## നിങ്ങളെ വ്യക്തിപരമായി ഭീഷണിപ്പെടുത്തിയാൽ

* ഭീഷണി നേരിട്ടത് പോലെ തന്നെ എഴുതുക അല്ലെങ്കിൽ രേഖപ്പെടുത്തുക.
* ഭീഷണിപ്പെടുത്തിയ വ്യക്തിയെക്കുറിച്ചുള്ള വിവരണാത്മക വിശദാംശങ്ങൾ രേഖപ്പെടുത്തുക (പേര്, ലിംഗഭേദം, ഉയരം, ഭാരം, മുടിയുടെയും കണ്ണിന്റെയും നിറം, ശബ്ദം, വസ്ത്രം അല്ലെങ്കിൽ മറ്റേതെങ്കിലും തിരിച്ചറിയാവുന്ന സവിശേഷതകൾ).
* ഭീഷണി പോലീസിനെ അറിയിക്കുക.

## നിങ്ങളെ ടെലിഫോണിലൂടെ ഭീഷണിപ്പെടുത്തിയാൽ

* സാധ്യമെങ്കിൽ, സമീപത്തുള്ള മറ്റുള്ളവരെ കേൾക്കാൻ സിഗ്നൽ നൽകുകയും പോലീസിനെ അറിയിക്കുകയും ചെയ്യുക.
* സാധ്യമെങ്കിൽ കോൾ റെക്കോർഡ് ചെയ്യുക.
* ഭീഷണിയുടെ കൃത്യമായ വാക്കുകൾ എഴുതുക.
* ഫോണിന്റെ ഇലക്ട്രോണിക് ഡിസ്പ്ലേയിൽ നിന്നുള്ള എല്ലാ വിവരവും പകർത്തുക.
* പോലീസുമായി വിശദാംശങ്ങൾ ചർച്ച ചെയ്യാൻ തയ്യാറായിരിക്കുക.

## വാചക സന്ദേശം, നേരിട്ടുള്ള/സ്വകാര്യ സന്ദേശം, സോഷ്യൽ മീഡിയ അല്ലെങ്കിൽ ഇമെയിൽ എന്നിവ ഉൾപ്പെടെയുള്ള ഇലക്ട്രോണിക് മാർഗങ്ങളിലൂടെ നിങ്ങളെ ഭീഷണിപ്പെടുത്തുകയാണെങ്കിൽ

* സന്ദേശങ്ങൾ ഇല്ലാതാക്കരുത്.
* പ്രിന്റ് ചെയ്യുക, ഫോട്ടോഗ്രാഫ്, സ്ക്രീൻഷോട്ട്, അല്ലെങ്കിൽ സന്ദേശ വിവരങ്ങൾ പകർത്തുക (വിഷയം, തീയതി, സമയം, അയച്ചയാൾ മുതലായവ). താൽക്കാലികമായി രൂപകൽപ്പന ചെയ്‌ത സന്ദേശങ്ങൾ സംരക്ഷിക്കുകയോ സ്‌ക്രീൻഷോട്ട് എടുക്കുകയോ ചെയ്യുന്നത് ഉറപ്പാക്കുക.
* നിങ്ങൾക്ക് ഒരു ഭീഷണി ലഭിച്ചതായി ഉടൻ തന്നെ പോലീസിനെ അറിയിക്കുക.
* എല്ലാ ഇലക്ട്രോണിക് തെളിവുകളും സൂക്ഷിക്കുക.

ഇത്തരത്തിലുള്ള ഭീഷണികളിൽ നിന്ന് സ്വയം പരിരക്ഷിക്കുന്നതിന്, ഈ ഉപായങ്ങള്‍ പാലിക്കുക:

• അജ്ഞാതരായ അയച്ചവരിൽ നിന്നുള്ള ഇലക്ട്രോണിക് സന്ദേശങ്ങളോ അറ്റാച്ച്മെന്റുകളോ തുറക്കരുത്

• അജ്ഞാതരായ അല്ലെങ്കിൽ ആവശ്യപ്പെടാത്ത വ്യക്തികളുമായി സോഷ്യൽ മീഡിയയിൽ ആശയവിനിമയം നടത്തരുത്

• നിങ്ങളുടെ ഉപകരണങ്ങളിലെ/അക്കൗണ്ടുകളിലെ നിങ്ങളുടെ സുരക്ഷാ ക്രമീകരണം ഏറ്റവും ഉയർന്ന തലത്തിലുള്ള പരിരക്ഷയിലേക്ക് സജ്ജീകരിച്ചിട്ടുണ്ടെന്ന് ഉറപ്പാക്കുക

• സൈബർ കുറ്റവാളികൾക്ക് നിങ്ങളുടെ ഇലക്ട്രോണിക് ഉപകരണങ്ങളിൽ ഇടപെടാനും വ്യക്തിഗത വിവരങ്ങൾ വെളിപ്പെടുത്താനും കഴിയും

• ഐഡന്റിറ്റി മോഷണത്തിൽ നിന്ന് നിങ്ങളുടെ അക്കൗണ്ടുകളെ സംരക്ഷിക്കാൻ നിങ്ങളുടെ ധനകാര്യ സ്ഥാപനങ്ങളുമായി ഉടനടി ബന്ധപ്പെടുക

• ശക്തമായ പാസ്‌ഫ്രെയ്‌സുകൾ ഉപയോഗിക്കുക, ഒന്നിലധികം വെബ്‌സൈറ്റുകൾക്കായി ഒരേ പാസ്‌ഫ്രെയ്‌സ് ഉപയോഗിക്കരുത്

• ആന്റി-വൈറസ്, ആൻറി-മാൽവെയർ ആപ്ലിക്കേഷനുകൾ പുതിയതാണെന്ന് ഉറപ്പാക്കുക

• ആവശ്യാനുസരണം സിസ്റ്റം, സോഫ്റ്റ്വെയർ അപ്ഡേറ്റുകൾ പ്രയോഗിക്കുക

• രണ്ട്-ഘടക പ്രാമാണീകരണം പ്രയോഗിക്കുക

• പതിവായി ഡാറ്റ ബാക്കപ്പ് ചെയ്യുക

• നിങ്ങളുടെ മൊബൈൽ ഉപകരണം സുരക്ഷിതമാക്കുക

• നിങ്ങളുടെ സൈബർ സുരക്ഷിത ചിന്തയും അവബോധവും വികസിപ്പിക്കുക

• കൂടുതൽ വിവരങ്ങൾക്ക്, cyber.gov.au സന്ദർശിക്കുക.