지역사회 속
외국의 간섭

외국 정부의 협박과 위협을 신고하는 방법

**FACTSHEET / March 2023** **afp.gov.au**

**개요**

## 외국의 간섭이란 호주 국민과 주권, 안보 및 국가 보전에 가해지는 심각한 위협을 말합니다. 외국 간섭의 위협은 호주 지역사회의 한 부문에만 국한되지 않으며 단일 국가에 의해 자행되지도 않습니다. 적대적 외세들(타 국가에게 적대적 활동을 하는 국가들)은 호주 내 모든 정부 기관의 의사결정자들 및 민주제도, 교육 및 연구, 미디어 및 커뮤니케이션, 비판적 인프라, 특히 문화적 언어적으로 다양한 커뮤니티(CALD)를 포함한 광범위한 부문 전반에 걸쳐 간섭할 기회를 만들고 추구하고 있습니다.

**지역사회 속 외국의 간섭**

## 지역사회 속 외국의 간섭이란 호주의 다문화적 삶의 방식에 해와 영향을 끼치기 위해 외국 정부가 지시와 감독을 하고 자금을 조달해 지역사회를 위협하고 협박하는 것을 뜻합니다. 외국 정부는 다음과 같은 다양한 목적을 위해 지역사회를 간섭할 수 있습니다.

* 외국 정부의 대내외 정책에 대한 비난을 잠재우기 위해
* 문화적 언어적으로 다양한 사회인들의 (오프라인 및 온라인) 활동을 감시하기 위해
* 외국 정부의 견해와 정책을 홍보하기 위해
* 외국 정부에게 이익이 되는 정보를 취득하기 위해
* 많은 이들의 태도와 의견에 영향을 끼치기 위해

**지역사회 속 외국의 간섭은 다양한 형태로 나타날 수 있습니다.**

## 이에는 다음이 포함됩니다.

* 폭행 또는 폭행의 위협
* 협박
* 납치 또는 불법 구금, 자유 박탈
* 스토킹, 원치 않는 물리적 또는 전자적 감시
* 해외에 거주하는 개인의 가족 또는 지인을 협박하여 자신들의 말을 따르도록 강압
* 개인이나 조직의 불신을 조장하기 위해 소셜미디어를 통해 온라인으로 허위 정보 캠페인을 펼침

## 중요한 것은 (영연방) 형법1995에 따라 외국 간섭으로 간주되기 위해서는 해당 활동이 반드시 외국 정부나 그들의 대리인과 연결되어 있어야만 한다는 점입니다. 사법기관들은 범죄 평가를 위해 호주 주 또는 준주의 위법행위들을 고려할 수 있습니다.

**누구를 겨냥한 것입니까?**

## 외국 정부는 다음과 같은 이들을 타겟으로 삼을 수 있습니다.

* 과거 또는 현재 호주에 거주하는 국민
* 정치 및 인권활동가
* 반정부 인사
* 저널리스트
* 정치적 적수
* 소수 종교/인종 집단

**제가 어떻게 도울 수 있습니까?**

## 지역사회 내 외국의 간섭을 신고할 때마다 호주연방경찰이 항상 즉각적으로 응답하지는 않지만, 모든 신고들 하나하나가 모여 긴급 문제에 대한 전체적 상황을 구상하는 데에 도움이 됩니다.

## 지역사회 내 외국 간섭과 관련한 우려 및/또는 사례는 모두 국가 안보 핫라인(National Security Hotline: NSH)에 신고 가능합니다.

* 국가 안보 핫라인은 연중무휴이며 지역사회 내 잠재하는 외국 간섭을 신고할 수 있는 중앙 연락 센터입니다.
* 국가 안보 핫라인의 전화 교환원들은 귀하가 제공한 정보로 무엇을 해야할 지 알고 있으며, 필요한 경우 검열을 위해 사법기관 및 안보 기관에 전달합니다.
* 국가 안보 핫라인 교환원들은 모든 전화 신고를 심각하게 받아들이고 중요하게 생각합니다.
* 우려사항을 신고하는 것이 쉽지 않다는 점을 저희는 잘 알고 있습니다. 저희는 귀하의 프라이버시를 매우 존중합니다. 익명 신고를 원할 경우 교환원에게 알려주십시오.
* 민감한 정보이기 때문에 귀하가 전화 또는 이메일로 신고한 결과에 대해 답변을 해드리지는 않습니다.

## 귀하가 제공한 정보가 호주연방경찰이 찾고 있던 지역사회 속 외국 간섭을 예방을 위해 필요한 중요 정보일 수도 있습니다.

## 국가 안보 핫라인에 연락하는 방법은 다음과 같이 여러가지가 있습니다.

* **전화: 1800 123 400**
	+ 호주 밖 국가에서 걸 경우: (+61) 1300 123 401
	+ 문자중계서비스(TTY) 사용자 (난청인 사용자들): 1800 234 889
	+ **통역사가 필요한 경우 통번역 서비스(Translating and Interpreting Service)에 131 450번으로 전화하여 국가 안보 핫라인(National Security Hotline)에 전화 연결을 해달라고 요청하십시오.**
* **문자**
	+ 정보를 다음 번호로 문자로 보내주십시오: 0429 771 822
* **이메일**
	+ 정보를 다음 이메일 주소로 보내주십시오: hotline@nationalsecurity.gov.au
* **우편:**
	+ 정보를 아래 주소로 우편 발송하십시오.

National Security Hotline
Department of Home Affairs
PO Box 25
Belconnen ACT 2616

**기타 신고 방법**

또한 적절한 경우 우려사항을 기타 다양한 방법으로 신고할 수 있습니다.

* eSafety는 온라인 상의 심각한 학대적 내용의 삭제를 돕습니다. 온라인 상의 심각한 학대를 [esafety.gov.au/report](http://www.esafety.gov.au/report)를 통해 eSafety국장에게 신고하십시오.
* 어떠한 방식으로든 **위협을 받고 있거나 위험한 상황에 처해 있다**고 느끼시면, 아래로 연락합시오.
	+ **경찰 – 직접적인 위협은 000번으로 연락**
	+ **경찰 – 생명을 위협하지 않는 사건들에 경찰이 필요한 경우 13 14 44번으로 연락**
* 웹사이트 [forms.afp.gov.au/online\_forms/report\_a\_crime](https://forms.afp.gov.au/online_forms/report_a_crime)에서온라인 양식인 Report a Commonwealth Crime를 작성하여 영연방 범죄를 호주연방경찰청(AFP)에 신고할 수 있습니다. 무엇이 영연방 범죄에 해당하는지에 대한 보다 자세하 정보는 다음 웹사이트를 참조하십시오. [afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime](https://www.afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime)

• 지역사회의 일원이면 누구나 호주연방경찰청(AFP) 요원에게(호주연방경찰청의 지역사회 연락팀 포함) 직접 구두로 의심스러운 간첩행위나 외국 간섭활동을 신고할 수 있습니다.

# 지역사회 내 외국 간섭을 신고하면 무엇을 기대할 수 있습니까?

호주연방경찰청(AFP)이 지역사회 내 외국 간섭에 대한 신고를 모두 일일이 조사할 수는 없습니다. 국가 안보 핫라인(NSH)으로 접수된 모든 전화 신고와 범죄 신고는 범죄 행위인지 식별할 수 있도록 케이스 별로 평가됩니다. 신고 결과는 다음을 포함합니다.

* 경찰이 조치를 취하기 위한 법적 기준에 부합하지 않아 해당 문제에 응답하지 않을 수 있습니다.
* 호주연방경찰청(AFP)이 조사를 할 수 있습니다.
* 또 다른 경찰 서비스나 정부 기관이 해당 문제를 처리할 수 있습니다.

호주 밖에서 일어난 위법 행위의 경우 관할권이 제한될 수 있습니다.

**협박의 유형**

## 직접적으로 협박을 받는 경우

* 정확히 소통한 그대로 적거나 기록합니다.
* 협박범의 신상 정보를 아주 자세하게 기록합니다. (이름, 성별, 키, 몸무게, 머리 색, 눈동자 색, 목소리, 옷, 기타 눈에 띄는 특징)
* 협박을 경찰에 신고합니다.

## 전화로 협박을 받는 경우

* 가능한 경우 주변에 있는 사람에게 통화 내용을 듣도록 하고 경찰에 알립니다.
* 가능한 경우 통화 내용을 녹음합니다.
* 협박한 말 그대로 정확히 적습니다.
* 전화기 화면에 보이는 모든 정보를 복사합니다.
* 자세한 내용을 경찰과 이야기할 수 있도록 합니다.

## 문자나 쪽지, 소셜미디어, 이메일 등과 같은 전자 수단으로 협박을 받는 경우

* 해당 메세지를 삭제하지 않습니다.
* 해당 메세지 정보(제목, 날짜, 시간, 발신인 등)를 인쇄하거나 사진을 찍거나 스크린샷을 해두거나 복사합니다. 임시로만 저장되는 메세지는 반드시 저장하거나 스크린샷을 찍어 두십시오.
* 협박을 받은 즉시 경찰에게 알립니다.
* 모든 전자적 증거를 보관합니다.

다음의 방법에 따라 위와 같은 유형의 협박에서 자신을 보호하십시오.

• 모르는 사람이 보낸 전자 메세지나 첨부파일을 열지 마십시오.

• 소셜미디어에서 모르는 사람이나 초대하지 않은 사람과 소통하지 마십시오.

• 귀하의 기기/계정의 보안 세팅을 가장 높게 설정하십시오.

• 사이버 범죄자들은 귀하의 전자 기기에 침투하여 개인 정보를 유출할 수 있습니다.

• 금융 기관에 즉각 연락하여 귀하의 계정을 신용 도용으로부터 보호하십시오.

• 어려운 암호를 사용하고 여러 웹사이트에서 동일한 암호를 사용하지 마십시오.

• 바이러스 및 악성 소프트웨어 백신 프로그램을 최신 버전으로 업데이트하십시오.

• 운영체제와 소프트웨어를 필요할 때마다 업데이트하십시오.

• 2단계 인증을 사용하십시오.

• 데이터를 정기적으로 백업을 해 두십시오.

• 모바일 장치의 보안을 강화하십시오.

• 사이버 보안에 대한 개념과 사고를 기르십시오.

• 보다 자세한 정보는 다음 웹사이트를 방문하세요. cyber.gov.au